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Criminals also pose as loved ones and send messages 

out of the blue, pretending to be children who have lost 

their phone.

They will ask for money urgently, or ask you to share a 

code that has ‘accidentally’ been sent to you.

This could be via platforms such as WhatsApp or 

Facebook Messenger.
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Impersonation of police and bank staff

Impersonation scam of other organisations
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If you've been tricked into 
authorising a payment, this may be 

covered by the new voluntary 
guide which HSBC is one of the first banks 

to sign up to. It’s not covered by our 
Digital Security Promise

https://www.hsbc.co.uk/help/security-centre/fraud-guide/#APPscam
https://www.hsbc.co.uk/help/security-centre/fraud-guide/#APPscam
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